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1
Decision/action requested

It is requested to approve the conclusion for KI#1
2
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3
Rationale

As per discussion paper S3-223455, this contribution proposes conclusion for key issue #1, case2.
4
Detailed proposal

**** START OF CHANGE ****
7
Conclusions






7.1
Conclusion to Key Issue#1 

For case 2 (UE in VPLMN accessing an internal AF of the VPLMN), since the AF knows the encryption key used between the UE and the AF, the LI requirements can be fulfilled by the AF, thus no normative work is needed. 
7.2
Conclusion to Key Issue#2 

It’s proposed that solution #7 is used for normative work.
**** END OF CHANGE ****
